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In 2011, EUROCONTROL’s Network 
Management Directorate (DNM) initiated the 
creation of a new IT environment at its Haren 
premises. 

The aim is to provide a high-availability, 
trusted, secure, flexible and ATM-focused IT 
environment to host applications of ATM 
service owners who are looking for 
collaboration, information-sharing and 
service synergies with DNM. 
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Two business needs and a technical 
opportunity lie behind the new DNM hosting 
environment. 

�  Firstly, with the reorganisation of 
EUROCONTROL at the beginning of 2011, 
the merger of parts of the former CND and 
CFMU entities to form DNM created an 
opportunity and the need for the 
convergence of business services at Agency 
level, with economies of scale in terms of 
infrastructure.  

�  Secondly, as one of the contributions to 
SESAR, there is a need for DNM to provide 
a clone of the existing CFMU operational 
applications. This clone serves as a 

validation platform for future SESAR 
software developments (NMVP).  

�  Thirdly, there are the ongoing DNM system 
virtualisation efforts on the path towards an 
internal “private cloud”.  

These three elements together prepared the 
way for the creation of a new IT environment 
capable of meeting not only these needs but 
also those of ATM service owners looking for 
collaboration, information-sharing and 
service synergies with DNM. 
�
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This new environment has been virtualised 
from its inception with the aim of minimising 
its costs in terms of acquisition and 
operation, expediting its implementation and 
allowing its users to benefit from existing 
DNM infrastructure capabilities. This resulted 
in particular in better overall efficiency of the 
underlying infrastructure and lower total cost 
of ownership (TCO) per system. 

By means of virtualisation, the hosting 
environment is also logically and safely 
segregated from the other DNM 
environments, but runs on the same physical 
OPS IT infrastructure as the legacy DNM 
systems. It can therefore share common 
services with that infrastructure such as user 
identification, external information flows, 
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PENS network, direct Internet access, etc. 

Its location in the DNM infrastructure 
additionally provides easy access for the 
hosted systems to the DNM services 
themselves. 

Since the hosting environment is provided on 
top of the fully redundant OPS DNM IT 
infrastructure, the service levels are 
automatically comparable, and 24/7 service 
availability can be granted if so required by 
the hosted systems.  

As illustrated in the figure below, the hosting 
environment (within the blue dotted line) is 
physically located in the DNM Mercator 
Datacenter in Haren. 

 

The hosting environment itself also provides 
various different security zones in order to 
deliver the services and security levels 
required by the business and system 
administrators. 
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By its very nature, the DNM hosting 
environment provides a reliable, manageable 
and secure working infrastructure, open to 
the external world for collaboration.  

The services provided to application owners 
in this context are the secure and reliable 
delivery and operation of:  

�  the Datacenter facilities (rack, power, 
cooling, etc.); 

�  the network services (connectivity, 
routeing, firewall, load-sharing and 
shaping, etc.); 

�  the application platform (servers, 
operating systems, common 
middleware); 

�  the common shared services (backups, 
user access and identification, access via 
the DNM public website, shared data 
flows, etc.).  

 

This service portfolio follows the “Platform as 
a Service” model or “PaaS”, and benefits 
from an already broad and increasing level 
of support from the industry and 
standardisation bodies. 

As illustrated in the figure below, with the 
PaaS model, the acquisition, installation and 
administration of and support for the 
applications and specific middleware remain 
under the responsibility and control of the 
application owner.  
 
The pricing of the DNM hosting services is 
based on the percentage of physical 
infrastructure and licences used. Where 
applicable, the licensing arrangements are 
also adapted to take advantage of 
economies of scale. 



 

4 

�������
�	

The first customers to express an interest in 
the DNM hosting services in 2011 were 
PRISME, MOON, NMVP, STAM and ARTAS 
service owners. Others will shortly be joining 
them in  2012. 
 
Various aspects attracted their interest, 
including enhanced trust, a 24/7 SLA, the 
lower total cost of ownership, and security.  
The idea of being part of the same DNM 
framework and support organisation was of 
course also a major factor. 

Any ATM stakeholder looking for an IT 
hosting solution within DNM could also be a 
potential user of the services, if there is a 
mutual business benefit (shared or 
enhanced services, same community of 
users, extensive sharing of information, etc.) 
The hosting environment will also serve as 
an antechamber for applications for which a 
merger with CFMU applications could be 
considered. Hosting such applications form 
the outset in the hosting environment would 
allow for progressive mutual convergence in 
terms of procedures, safety, documentation, 
design, data model and support.  
 
The figure below illustrates the possible 
convergence of the systems, either by the in-
sourcing of externally hosted services, or 
through consolidation of currently distributed 
DNM systems. 
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The DNM hosting environment has been 
operational since the beginning of 2011 and 
new services are gradually being added. 
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By way of example, the common access and 
user identification services will be 
operational in the first half of 2012. Self-
registration should also be added in the 
course of 2012 and Single sign-on at Agency 
level by 2013. 
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